Scan resultsScans performed: Alpine, CentOS, Debian, RedHat, Ubuntu

* Total

207

* Fixes

27

* Critical

 2

* High

 4

* Medium

 42

| Effective severity | CVSS | Fix available | Package | Documentation |
| --- | --- | --- | --- | --- |
|  Critical | 9.3 | — | linux | CVE-2019-19814 |
|  Critical | 9.3 | Yes | linux | CVE-2019-19816 |
|  High | 7.2 | — | linux | CVE-2020-29660 |
|  High | 7.8 | — | linux | CVE-2013-7445 |
|  High | 7.2 | — | linux | CVE-2020-29661 |
|  High | 7.8 | — | linux | CVE-2019-10124 |
|  Medium | 5 | — | libxml2 | [CVE-2020-7595](https://security-tracker.debian.org/tracker/CVE-2020-7595) |
|  Medium | 5 | — | libxml2 | CVE-2017-16932 |
|  Medium | 4.8 | — | linux | CVE-2020-10135 |
|  Medium | 4.6 | — | linux | CVE-2020-11725 |
|  Medium | 5 | — | glibc | CVE-2020-29573 |
|  Medium | 6.4 | — | libbsd | CVE-2019-20367 |
|  Medium | 5 | Yes | libxml2 | CVE-2019-19956 |
|  Medium | 4.6 | Yes | apt | CVE-2020-27350 |
|  Medium | 4.6 | Yes | linux | CVE-2020-14351 |
|  Medium | 6.8 | — | linux | CVE-2019-19378 |
|  Medium | 6.8 | — | giflib | CVE-2018-11490 |
|  Medium | 4.7 | Yes | linux | CVE-2020-27675 |
|  Medium | 5 | — | pcre3 | CVE-2020-14155 |
|  Medium | 6.8 | — | linux | CVE-2019-19449 |
|  Medium | 6.8 | Yes | linux | CVE-2019-19377 |
|  Medium | 5.8 | Yes | libjpeg-turbo | CVE-2020-13790 |
|  Medium | 6.8 | — | libxml2 | CVE-2016-9318 |
|  Medium | 6.8 | — | gcc-8 | CVE-2018-12886 |
|  Medium | 4.6 | — | curl | CVE-2020-8177 |
|  Medium | 4.3 | — | linux | CVE-2020-15802 |
|  Medium | 4.6 | — | systemd | CVE-2019-3843 |
|  Medium | 5.8 | — | libssh2 | CVE-2019-13115 |
|  Medium | 6.9 | — | linux | CVE-2020-29374 |
|  Medium | 5 | Yes | openssl | CVE-2020-1971 |
|  Medium | 4.3 | — | giflib | [CVE-2019-15133](https://security-tracker.debian.org/tracker/CVE-2019-15133) |
|  Medium | 4.7 | — | linux | CVE-2019-20794 |
|  Medium | 5.6 | Yes | linux | CVE-2020-28974 |
|  Medium | 4.3 | — | libgcrypt20 | CVE-2019-12904 |
|  Medium | 4.9 | Yes | linux | CVE-2020-27673 |
|  Medium | 4.6 | — | systemd | CVE-2019-3844 |
|  Medium | 5 | — | curl | CVE-2020-8285 |
|  Medium | 5 | — | glibc | CVE-2020-29562 |
|  Medium | 5.9 | — | glibc | CVE-2020-1751 |
|  Medium | 4.9 | — | linux | CVE-2018-17977 |
|  Medium | 5 | — | libxml2 | [CVE-2019-20388](https://security-tracker.debian.org/tracker/CVE-2019-20388) |
|  Medium | 5 | — | curl | CVE-2020-8286 |
|  Medium | 5 | — | libidn2 | CVE-2019-12290 |
|  Medium | 4.3 | — | libxml2 | [CVE-2018-14567](https://security-tracker.debian.org/tracker/CVE-2018-14567) |
|  Medium | 4.9 | Yes | linux | CVE-2020-25704 |
|  Medium | 6.8 | — | giflib | CVE-2018-11489 |
|  Medium | 4.7 | — | linux | [CVE-2018-3693](https://security-tracker.debian.org/tracker/CVE-2018-3693) |
|  Medium | 5.8 | Yes | linux | CVE-2020-25705 |
|  Low | 4.9 | — | linux | CVE-2017-13693 |
|  Low | 6.4 | Yes | linux | CVE-2019-19770 |
|  Low | 1.9 | — | coreutils | CVE-2017-18018 |
|  Low | 2.1 | — | coreutils | CVE-2016-2781 |
|  Low | 5 | — | openssl | CVE-2019-1551 |
|  Low | 1.9 | — | openldap | CVE-2017-14159 |
|  Low | 4.9 | — | linux | CVE-2019-12378 |
|  Low | 4.3 | — | apt | CVE-2011-3374 |
|  Low | 4.9 | — | linux | CVE-2019-12455 |
|  Low | 7.5 | — | tiff | [CVE-2017-9117](https://security-tracker.debian.org/tracker/CVE-2017-9117) |
|  Low | 5 | Yes | libxml2 | CVE-2018-14404 |
|  Low | 4.3 | — | pcre3 | CVE-2019-20838 |
|  Low | 4.3 | — | jbigkit | CVE-2017-9937 |
|  Low | 2.1 | — | pcre3 | CVE-2017-16231 |
|  Low | 6.4 | — | libxml2 | CVE-2020-24977 |
|  Low | 2.1 | — | linux | [CVE-2015-2877](https://security-tracker.debian.org/tracker/CVE-2015-2877) |
|  Low | 2.1 | — | glibc | [CVE-2019-19126](https://security-tracker.debian.org/tracker/CVE-2019-19126) |
|  Low | 3.3 | — | systemd | CVE-2013-4392 |
|  Low | 5 | — | curl | CVE-2020-8169 |
|  Low | 4 | — | openldap | CVE-2020-15719 |
|  Low | 4.3 | — | linux | [CVE-2014-9900](https://security-tracker.debian.org/tracker/CVE-2014-9900) |
|  Low | 7.8 | — | pcre3 | CVE-2017-11164 |
|  Low | 4.6 | — | linux | CVE-2012-4542 |
|  Low | 4.7 | — | linux | [CVE-2019-16232](https://security-tracker.debian.org/tracker/CVE-2019-16232) |
|  Low | 4.9 | — | linux | CVE-2018-12928 |
|  Low | 4.6 | — | xdg-user-dirs | CVE-2017-15131 |
|  Low | 3.3 | — | shadow | CVE-2013-4235 |
|  Low | 6.8 | — | expat | CVE-2013-0340 |
|  Low | 4.9 | — | linux | CVE-2019-12382 |
|  Low | 3.7 | — | glibc | [CVE-2020-1752](https://security-tracker.debian.org/tracker/CVE-2020-1752) |
|  Low | 4.3 | — | tiff | [CVE-2018-10126](https://security-tracker.debian.org/tracker/CVE-2018-10126) |
|  Low | 5 | — | gnutls28 | CVE-2020-24659 |
|  Low | 5 | — | glibc | CVE-2010-4051 |
|  Low | 2.1 | — | glibc | CVE-2020-10029 |
|  Low | 1.9 | Yes | linux | CVE-2020-25656 |
|  Low | 5 | — | glibc | CVE-2019-1010024 |
|  Low | 4.7 | — | linux | [CVE-2019-16234](https://security-tracker.debian.org/tracker/CVE-2019-16234) |
|  Low | 4.3 | — | cairo | CVE-2018-18064 |
|  Low | 2.1 | Yes | linux | CVE-2020-8694 |
|  Low | 4.3 | — | gnutls28 | CVE-2011-3389 |
|  Low | 5 | — | tar | CVE-2019-9923 |
|  Low | 5 | — | shadow | [CVE-2018-7169](https://security-tracker.debian.org/tracker/CVE-2018-7169) |
|  Low | 0 | — | linux | CVE-2008-2544 |
|  Low | 4.7 | — | linux | CVE-2019-16089 |
|  Low | 2.1 | — | systemd | CVE-2019-20386 |
|  Low | 6.9 | — | linux | CVE-2020-26541 |
|  Low | 4.3 | — | glibc | [CVE-2016-10228](https://security-tracker.debian.org/tracker/CVE-2016-10228) |
|  Low | 4.9 | — | linux | CVE-2010-5321 |
|  Low | 6.8 | — | pcre3 | CVE-2017-7245 |
|  Low | 6.9 | — | shadow | [CVE-2019-19882](https://security-tracker.debian.org/tracker/CVE-2019-19882) |
|  Low | 7.1 | — | linux | [CVE-2008-4609](https://security-tracker.debian.org/tracker/CVE-2008-4609) |
|  Low | 5 | — | glibc | CVE-2019-1010025 |
|  Low | 5 | — | cairo | CVE-2017-9814 |
|  Low | 5 | — | linux | CVE-2004-0230 |
|  Low | 4.3 | — | cairo | CVE-2017-7475 |
|  Low | 5 | — | glibc | CVE-2018-20796 |
|  Low | 5 | — | libjpeg-turbo | CVE-2018-11813 |
|  Low | 0 | — | linux | CVE-2020-10708 |
|  Low | 2.6 | — | libgcrypt20 | [CVE-2019-13627](https://security-tracker.debian.org/tracker/CVE-2019-13627) |
|  Low | 7.2 | — | bash | CVE-2019-18276 |
|  Low | 6.8 | — | libpng1.6 | CVE-2018-14550 |
|  Low | 4 | — | openssl | CVE-2010-0928 |
|  Low | 2.6 | — | linux | CVE-2017-0630 |
|  Low | 5 | — | tiff | CVE-2017-16232 |
|  Low | 4.3 | Yes | libjpeg-turbo | CVE-2018-14498 |
|  Low | 5 | — | glibc | CVE-2010-4052 |
|  Low | 4.3 | Yes | libjpeg-turbo | CVE-2018-1152 |
|  Low | 2.1 | — | krb5 | CVE-2004-0971 |
|  Low | 5 | — | gnupg2 | CVE-2019-14855 |
|  Low | 7.5 | — | libseccomp | CVE-2019-9893 |
|  Low | 2.1 | — | linux | CVE-2011-4915 |
|  Low | 6.8 | — | tiff | CVE-2017-17973 |
|  Low | 4.7 | — | linux | [CVE-2019-19083](https://security-tracker.debian.org/tracker/CVE-2019-19083) |
|  Low | 10 | — | tar | CVE-2005-2541 |
|  Low | 4.7 | — | linux | CVE-2019-16229 |
|  Low | 4.3 | — | linux | CVE-2018-1121 |
|  Low | 2.1 | — | linux | CVE-2019-19318 |
|  Low | 5.8 | — | libssh2 | CVE-2019-17498 |
|  Low | 4.9 | — | linux | CVE-2019-15213 |
|  Low | 4.9 | — | linux | CVE-2005-3660 |
|  Low | 7.8 | — | linux | CVE-2019-19064 |
|  Low | 7.8 | — | linux | CVE-2019-12615 |
|  Low | 2.1 | — | linux | CVE-2019-12380 |
|  Low | 4.7 | — | linux | [CVE-2019-16230](https://security-tracker.debian.org/tracker/CVE-2019-16230) |
|  Low | 6.8 | — | lz4 | CVE-2019-17543 |
|  Low | 4.9 | — | linux | CVE-2016-8660 |
|  Low | 4.3 | Yes | libxml2 | CVE-2017-18258 |
|  Low | 2.1 | — | linux | CVE-2020-14304 |
|  Low | 5 | — | linux | CVE-2010-4563 |
|  Low | 4.3 | — | libpng1.6 | CVE-2018-14048 |
|  Low | 7.2 | Yes | linux | CVE-2020-0423 |
|  Low | 6.8 | — | glibc | CVE-2020-6096 |
|  Low | 5 | — | libgcrypt20 | CVE-2018-6829 |
|  Low | 7.2 | — | linux | CVE-2019-15794 |
|  Low | 2.1 | — | linux | [CVE-2007-3719](https://security-tracker.debian.org/tracker/CVE-2007-3719) |
|  Low | 7.5 | — | glibc | [CVE-2019-1010022](https://security-tracker.debian.org/tracker/CVE-2019-1010022) |
|  Low | 7.8 | — | linux | CVE-2019-19070 |
|  Low | 6.2 | — | systemd | CVE-2020-13776 |
|  Low | 6.8 | — | pcre3 | CVE-2017-7246 |
|  Low | 5 | — | glibc | CVE-2019-9192 |
|  Low | 0 | — | linux | CVE-2011-4917 |
|  Low | 2.1 | — | libwebp | CVE-2016-9085 |
|  Low | 1.9 | — | linux | CVE-2019-11191 |
|  Low | 4.3 | — | cairo | CVE-2019-6462 |
|  Low | 4.9 | Yes | linux | CVE-2020-28941 |
|  Low | 4.3 | — | libpng1.6 | CVE-2019-17371 |
|  Low | 7.2 | — | linux | CVE-2019-12456 |
|  Low | 5 | — | perl | CVE-2011-4116 |
|  Low | 5.8 | — | openssl | CVE-2007-6755 |
|  Low | 4 | — | glibc | CVE-2010-4756 |
|  Low | 7.1 | — | libtasn1-6 | CVE-2018-1000654 |
|  Low | 1.9 | Yes | linux | CVE-2020-4788 |
|  Low | 4.9 | — | linux | CVE-2019-12379 |
|  Low | 1.9 | Yes | linux | CVE-2019-19039 |
|  Low | 5 | — | openldap | [CVE-2017-17740](https://security-tracker.debian.org/tracker/CVE-2017-17740) |
|  Low | 2.1 | — | linux | [CVE-2017-13694](https://security-tracker.debian.org/tracker/CVE-2017-13694) |
|  Low | 6.8 | — | tiff | [CVE-2017-5563](https://security-tracker.debian.org/tracker/CVE-2017-5563) |
|  Low | 4.3 | — | linux | CVE-2014-9892 |
|  Low | 4.3 | — | libpng1.6 | CVE-2019-6129 |
|  Low | 4.7 | — | linux | [CVE-2019-16233](https://security-tracker.debian.org/tracker/CVE-2019-16233) |
|  Low | 4.3 | — | libjpeg-turbo | [CVE-2017-15232](https://security-tracker.debian.org/tracker/CVE-2017-15232) |
|  Low | 4.3 | — | tiff | CVE-2014-8130 |
|  Low | 5 | — | systemd | CVE-2018-20839 |
|  Low | 4.7 | — | linux | CVE-2019-16231 |
|  Low | 5 | — | openldap | [CVE-2015-3276](https://security-tracker.debian.org/tracker/CVE-2015-3276) |
|  Low | 9.3 | Yes | libjpeg-turbo | CVE-2019-2201 |
|  Low | 4.3 | — | cairo | CVE-2019-6461 |
|  Low | 0 | — | systemd | CVE-2019-9619 |
|  Low | 4.9 | — | linux | CVE-2016-10723 |
|  Low | 4.9 | — | linux | CVE-2019-12381 |
|  Low | 5 | — | krb5 | [CVE-2018-5709](https://security-tracker.debian.org/tracker/CVE-2018-5709) |
|  Low | 6.8 | — | glibc | CVE-2019-1010023 |
|  Low | 5 | — | gcc-8 | CVE-2019-15847 |
|  Low | 5 | — | glib2.0 | CVE-2012-0039 |
|  Low | 4.9 | — | shadow | CVE-2007-5686 |
|  Unspecified | 0 | — | linux | [CVE-2020-25670](https://security-tracker.debian.org/tracker/CVE-2020-25670) |
|  Unspecified | 0 | — | linux | [CVE-2020-27830](https://security-tracker.debian.org/tracker/CVE-2020-27830) |
|  Unspecified | 0 | — | glibc | CVE-2020-27618 |
|  Unspecified | 0 | Yes | linux | CVE-2020-27777 |
|  Unspecified | 0 | — | curl | CVE-2020-8231 |
|  Unspecified | 0 | — | linux | CVE-2020-27820 |
|  Unspecified | 0 | — | linux | [CVE-2020-29569](https://security-tracker.debian.org/tracker/CVE-2020-29569) |
|  Unspecified | 0 | — | linux | CVE-2019-3892 |
|  Unspecified | 0 | — | linux | CVE-2020-25671 |
|  Unspecified | 0 | — | linux | [CVE-2020-27815](https://security-tracker.debian.org/tracker/CVE-2020-27815) |
|  Unspecified | 0 | — | linux | CVE-2018-6981 |
|  Unspecified | 0 | — | p11-kit | CVE-2020-29363 |
|  Unspecified | 0 | — | linux | CVE-2020-16119 |
|  Unspecified | 0 | Yes | linux | CVE-2020-25669 |
|  Unspecified | 0 | — | linux | CVE-2020-25672 |
|  Unspecified | 0 | — | curl | CVE-2020-8284 |
|  Unspecified | 0 | — | linux | CVE-2020-25673 |