Scan resultsScans performed: Alpine, CentOS, Debian, RedHat, Ubuntu

* Total

65

* Fixes

3

* Critical

 0

* High

 0

* Medium

 12

| Effective severity | CVSS | Fix available | Package | Documentation |
| --- | --- | --- | --- | --- |
| Medium | 5.9 | — | glibc | CVE-2020-1751 |
| Medium | 5 | — | glibc | CVE-2020-29573 |
| Medium | 5 | — | pcre3 | CVE-2020-14155 |
| Medium | 4.6 | Yes | apt | CVE-2020-27350 |
| Medium | 6.8 | — | gcc-8 | CVE-2018-12886 |
| Medium | 5 | — | libidn2 | CVE-2019-12290 |
| Medium | 4.6 | — | systemd | CVE-2019-3843 |
| Medium | 4.6 | — | systemd | CVE-2019-3844 |
| Medium | 5 | — | glibc | CVE-2020-29562 |
| Medium | 4.3 | — | libgcrypt20 | CVE-2019-12904 |
| Medium | 5 | Yes | openssl | CVE-2020-1971 |
| Medium | 5 | Yes | krb5 | CVE-2020-28196 |
| Low | 2.1 | — | systemd | CVE-2019-20386 |
| Low | 1.9 | — | coreutils | CVE-2017-18018 |
| Low | 2.1 | — | coreutils | CVE-2016-2781 |
| Low | 5 | — | perl | CVE-2011-4116 |
| Low | 0 | — | systemd | CVE-2019-9619 |
| Low | 4 | — | glibc | CVE-2010-4756 |
| Low | 3.3 | — | systemd | CVE-2013-4392 |
| Low | 5 | — | gcc-8 | CVE-2019-15847 |
| Low | 5 | — | glibc | CVE-2019-1010024 |
| Low | 3.7 | — | glibc | [CVE-2020-1752](https://security-tracker.debian.org/tracker/CVE-2020-1752) |
| Low | 5 | — | shadow | [CVE-2018-7169](https://security-tracker.debian.org/tracker/CVE-2018-7169) |
| Low | 6.8 | — | glibc | CVE-2020-6096 |
| Low | 5 | — | glibc | CVE-2010-4051 |
| Low | 10 | — | tar | CVE-2005-2541 |
| Low | 5 | — | libgcrypt20 | CVE-2018-6829 |
| Low | 4 | — | openssl | CVE-2010-0928 |
| Low | 4.3 | — | gnutls28 | CVE-2011-3389 |
| Low | 6.9 | — | shadow | [CVE-2019-19882](https://security-tracker.debian.org/tracker/CVE-2019-19882) |
| Low | 5 | — | systemd | CVE-2018-20839 |
| Low | 5 | — | openssl | CVE-2019-1551 |
| Low | 6.8 | — | lz4 | CVE-2019-17543 |
| Low | 7.5 | — | libseccomp | CVE-2019-9893 |
| Low | 4.9 | — | shadow | CVE-2007-5686 |
| Low | 7.1 | — | libtasn1-6 | CVE-2018-1000654 |
| Low | 2.6 | — | libgcrypt20 | [CVE-2019-13627](https://security-tracker.debian.org/tracker/CVE-2019-13627) |
| Low | 5 | — | glibc | CVE-2019-1010025 |
| Low | 4.3 | — | pcre3 | CVE-2019-20838 |
| Low | 7.8 | — | pcre3 | CVE-2017-11164 |
| Low | 6.8 | — | glibc | CVE-2019-1010023 |
| Low | 2.1 | — | krb5 | CVE-2004-0971 |
| Low | 3.3 | — | shadow | CVE-2013-4235 |
| Low | 7.2 | — | bash | CVE-2019-18276 |
| Low | 2.1 | — | pcre3 | CVE-2017-16231 |
| Low | 5 | — | gnupg2 | CVE-2019-14855 |
| Low | 5 | — | glibc | CVE-2018-20796 |
| Low | 5 | — | tar | CVE-2019-9923 |
| Low | 6.8 | — | pcre3 | CVE-2017-7245 |
| Low | 5 | — | krb5 | [CVE-2018-5709](https://security-tracker.debian.org/tracker/CVE-2018-5709) |
| Low | 4.3 | — | apt | CVE-2011-3374 |
| Low | 2.1 | — | glibc | [CVE-2019-19126](https://security-tracker.debian.org/tracker/CVE-2019-19126) |
| Low | 5.8 | — | openssl | CVE-2007-6755 |
| Low | 6.8 | — | pcre3 | CVE-2017-7246 |
| Low | 2.1 | — | glibc | CVE-2020-10029 |
| Low | 5 | — | glibc | CVE-2019-9192 |
| Low | 5 | — | gnutls28 | CVE-2020-24659 |
| Low | 4.3 | — | glibc | [CVE-2016-10228](https://security-tracker.debian.org/tracker/CVE-2016-10228) |
| Low | 5 | — | glibc | CVE-2010-4052 |
| Low | 6.2 | — | systemd | CVE-2020-13776 |
| Low | 7.5 | — | glibc | [CVE-2019-1010022](https://security-tracker.debian.org/tracker/CVE-2019-1010022) |
| Unspecified | 0 | — | p11-kit | CVE-2020-29363 |
| Unspecified | 0 | — | p11-kit | CVE-2020-29361 |
| Unspecified | 0 | — | p11-kit | CVE-2020-29362 |
| Unspecified | 0 | — | glibc | CVE-2020-27618 |